Overview: The Republic of Korea remains committed to its counterterrorism programs and has maintained strong cooperation with the United States and the international community. The Republic of Korea has not faced any major domestic terrorist threats, and the various agencies with counterterrorist responsibilities have remained vigilant in countering what they perceive as emerging threats, such as potential home-grown terrorism through internet recruitment.

The Republic of Korea is becoming more involved in bilateral and international counterterrorism efforts in response to the growing exposure of its citizens living and traveling abroad. South Korean and U.S. law enforcement agencies worked closely on sharing information on known or suspected terrorists, implementing an agreement passed in 2008 on Preventing and Combating Serious Crime (PCSC), and holding joint investigations on known and suspected terrorist encounters that occurred in the Republic of Korea.

In November, the Republic of Korea and the United States held the Fourth Bilateral Consultation on Counterterrorism, where the two countries shared information on ways to enhance bilateral cooperation and expand South Korea’s multilateral engagement.

Legislation, Law Enforcement, and Border Security: The National Assembly failed to pass a comprehensive counterterrorism law, first proposed in 2001, that would have significantly improved the Republic of Korea’s ability to conduct counterterrorist activities. The Republic of Korea derives its authority to perform counterterrorist activities from Presidential Directive 47, which was last revised on May 21, 2013. The revision was mostly administrative and did not add any new authorities.

Countering the Financing of Terrorism: The Republic of Korea is a member of the Financial Action Task Force (FATF) and the Asia Pacific Group on Money Laundering, a FATF-style regional body. In accordance with UNSCRs 1267 (1999) and 1373 (2001), the Republic of Korea is tightening its existing domestic legislative framework and administrative procedures to combat terrorist financing. For further information on money laundering and financial crimes, see the 2014 International Narcotics Control Strategy Report (INCSR), Volume 2, Money Laundering and Financial Crimes: http://www.state.gov/j/inl/rls/nrcrpt/index.htm.

Regional and International Cooperation: The Republic of Korea is a member of the UN, APEC, ASEAN+3, East Asia Summit, Asia-Europe Meeting, Asia Cooperation Dialogue, Forum for East Asia-Latin America Cooperation, OECD, the G-20, and the Conference on Interaction and Confidence-Building Measures in Asia. South Korea is also a partner country of the OSCE and NATO. In October 2013, the Republic of Korea hosted the Conference on Cyberspace 2013, where representatives from 87 countries and 18
international organizations discussed how to combat cyber-attacks and the use of cyberspace for terrorist activities.

To promote capacity building abroad, the South Korean government has launched development assistance initiatives in Afghanistan, Iraq, and the West Bank and Gaza, which include contributions to counterterrorism and stabilization programs. Also, various South Korean ministries provide information and communication technology advancement assistance to developing countries that includes programs to counter cyber-terrorism and to build a secure information technology infrastructure.